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**Prefácio**

O objetivo deste livro é ensinar a teoria e a prática da tecnologia de contabilidade distribuída a qualquer pessoa interessada em aprender esse fascinante novo assunto. Qualquer um pode se beneficiar deste livro, seja um tecnólogo experiente, estudante, executivo de negócios ou entusiasta. Para isso, procuro oferecer uma referência abrangente e aprofundada sobre tecnologia de contabilidade distribuída que atenda ao especialista e também seja acessível aos iniciantes. Foco principalmente em descrever as características centrais do blockchain para que os leitores possam construir uma base sólida sobre a qual desenvolver ainda mais conhecimento e especialização. Os principais tópicos incluem os princípios centrais do blockchain, criptografia, algoritmos de consenso, teoria de sistemas distribuídos e contratos inteligentes. Além disso, tópicos práticos, como programação de contratos inteligentes em Solidity, construção de redes blockchain, uso de frameworks de desenvolvimento blockchain como o Truffle e escrita de aplicações descentralizadas e descrições, constituem uma parte significativa deste livro.  
Além disso, muitos tipos de blockchains, casos de uso relacionados e aplicações intersetoriais da tecnologia blockchain são discutidos em detalhes.

Este livro é uma combinação única de princípios teóricos e aplicação prática. Os leitores não apenas poderão entender os fundamentos técnicos dessa tecnologia, mas também serão capazes de escrever código para contratos inteligentes e construir redes blockchain. Profissionais podem usar este livro como referência, e ele também pode servir como livro-texto para estudantes que desejam aprender essa tecnologia. De fato, algumas instituições adotaram edições anteriores deste livro como livro-texto principal para seus cursos sobre tecnologia blockchain.

Este livro contém seis novos capítulos sobre os tópicos mais recentes em blockchain, incluindo escalabilidade, segurança, privacidade, o Ethereum Merge, identidade descentralizada e finanças descentralizadas.

Espero que este trabalho sirva bem a tecnólogos, professores, estudantes, cientistas, desenvolvedores, executivos de negócios e qualquer pessoa que deseje aprender essa tecnologia fascinante por muitos anos.

**Para quem este livro é**

Este livro é para qualquer pessoa que queira entender a tecnologia blockchain em profundidade. Ele também pode ser usado como um recurso de referência por desenvolvedores que estão criando aplicações para blockchain. Pode também ser usado como livro-texto para cursos relacionados à tecnologia blockchain e criptomoedas, além de ser um recurso de aprendizado para diversos exames e certificações relacionados a criptomoedas e tecnologia blockchain.

**O que este livro cobre**

* **Capítulo 1**, *Blockchain 101*, introduz os conceitos básicos de computação distribuída, sobre os quais a tecnologia blockchain se baseia. Ele também aborda a história, definições, características, tipos e benefícios dos blockchains, juntamente com vários mecanismos de consenso que estão no núcleo da tecnologia blockchain.
* **Capítulo 2**, *Descentralização*, cobre o conceito de descentralização e sua relação com a tecnologia blockchain. Vários métodos e plataformas que podem ser usados para descentralizar um processo ou sistema também serão apresentados.
* **Capítulo 3**, *Criptografia Simétrica*, introduz os fundamentos teóricos da criptografia simétrica, que são necessários para entender como diversos serviços de segurança como confidencialidade e integridade são fornecidos.
* **Capítulo 4**, *Criptografia Assimétrica*, introduz conceitos como chaves públicas e privadas, assinaturas digitais e funções hash com exemplos práticos.
* **Capítulo 5**, *Algoritmos de Consenso*, cobre os fundamentos dos algoritmos de consenso e descreve o design e funcionamento interno de vários algoritmos de consenso. Abrange tanto protocolos tradicionais quanto protocolos de consenso de blockchain.
* **Capítulo 6**, *Arquitetura do Bitcoin*, cobre o Bitcoin, o primeiro e maior blockchain. Introduz conceitos técnicos relacionados à criptomoeda Bitcoin em detalhes.
* **Capítulo 7**, *Bitcoin na Prática*, cobre a rede Bitcoin, protocolos relevantes e várias carteiras Bitcoin. Além disso, protocolos avançados, negociação e pagamentos em Bitcoin também são introduzidos. Clientes Bitcoin e APIs de programação para construção de aplicações Bitcoin também são cobertos.
* **Capítulo 8**, *Contratos Inteligentes*, fornece uma discussão aprofundada sobre contratos inteligentes. Tópicos como a história, definição de contratos inteligentes, contratos Ricardianos, oráculos e os aspectos teóricos dos contratos inteligentes são apresentados.
* **Capítulo 9**, *Arquitetura do Ethereum*, introduz o design e a arquitetura do blockchain Ethereum em detalhe. Cobre vários conceitos técnicos relacionados ao Ethereum e explica os princípios subjacentes, características e componentes desta plataforma em profundidade. Outros tópicos abordados são a Máquina Virtual Ethereum, mineração e protocolos de suporte ao Ethereum.
* **Capítulo 10**, *Ethereum na Prática*, cobre tópicos relacionados à configuração de redes privadas para desenvolvimento e programação de contratos inteligentes no Ethereum.
* **Capítulo 11**, *Ferramentas, Linguagens e Frameworks para Desenvolvedores Ethereum*, oferece uma introdução prática detalhada à linguagem de programação Solidity e diferentes ferramentas e frameworks relevantes usados no desenvolvimento Ethereum.
* **Capítulo 12**, *Desenvolvimento Web3 Usando Ethereum*, cobre o desenvolvimento de aplicações descentralizadas e contratos inteligentes usando a blockchain Ethereum. Uma introdução detalhada à API Web3 é fornecida junto com vários exemplos práticos e um projeto final.
* **Capítulo 13**, *The Merge e Além*, introduz os desenvolvimentos mais recentes no Ethereum, como a Beacon Chain, sharding e futuras atualizações.
* **Capítulo 14**, *Hyperledger*, apresenta uma discussão sobre o projeto Hyperledger da Linux Foundation, que inclui diferentes projetos de blockchain introduzidos por seus membros.
* **Capítulo 15**, *Tokenização*, introduz o tema da tokenização, stablecoins e outras ideias relevantes como ofertas iniciais de moedas e padrões de desenvolvimento de tokens.
* **Capítulo 16**, *Blockchain Empresarial*, cobre o uso e aplicação da tecnologia blockchain em ambientes empresariais e plataformas de DLT como o Quorum.
* **Capítulo 17**, *Escalabilidade*, é dedicado à discussão de um dos principais desafios enfrentados pela tecnologia blockchain e como abordá-lo. Focamos nas soluções de camada 2, embora outras soluções também sejam discutidas.
* **Capítulo 18**, *Privacidade em Blockchain*, introduz o problema da falta de privacidade em blockchains e explica várias técnicas para superar essa limitação. Cobrimos soluções para alcançar confidencialidade e anonimato usando técnicas como zk-SNARKs, mixers e vários outros métodos.
* **Capítulo 19**, *Segurança em Blockchain*, introduz os diversos desafios de segurança nas blockchains e como resolvê-los. Isso inclui segurança de contratos inteligentes, verificação formal, preocupações de segurança e boas práticas em cada camada do sistema blockchain.
* **Capítulo 20**, *Identidade Descentralizada*, cobre um dos tópicos mais quentes do mundo blockchain. A identidade descentralizada é a base do ecossistema Web3. Neste capítulo, exploramos os métodos, técnicas e ecossistemas que sustentam o Web3 e o cenário de identidade descentralizada.
* **Capítulo 21**, *Finanças Descentralizadas (DeFi)*, cobre o uso e aplicação das finanças descentralizadas, seus diversos aspectos, casos de uso de blockchain em finanças e diferentes protocolos DeFi.
* **Capítulo 22**, *Aplicações de Blockchain e O Que Vem a Seguir*, fornece uma introdução prática e detalhada às aplicações da tecnologia blockchain em áreas além das criptomoedas, incluindo Internet das Coisas, governo, mídia e finanças. O objetivo é fornecer informações sobre o panorama atual, projetos e esforços de pesquisa relacionados à tecnologia blockchain.
* **Capítulo 23**, *Blockchains Alternativos*, introduz soluções e plataformas alternativas de blockchain como conteúdo bônus disponível online. Ele cobre detalhes técnicos e características de blockchains e plataformas alternativas. Este é um capítulo online e você pode lê-lo no seguinte link: <https://packt.link/OceZK>.

**Para aproveitar ao máximo este livro**

Para tirar o melhor proveito deste livro, é desejável alguma familiaridade com ciência da computação e conhecimento básico de uma linguagem de programação.

**Baixar os arquivos de exemplo de código**

O pacote de código do livro está hospedado no GitHub:  
📎 <https://github.com/PacktPublishing/Mastering-Blockchain-Fourth-Edition>

**Baixar as imagens coloridas**

Fornecemos um arquivo PDF com imagens coloridas das capturas de tela/diagramas usados neste livro:  
📎 <https://packt.link/5y4vk>

**Convenções utilizadas**

* CodeInText: indica trechos de código no texto, nomes de tabelas, nomes de pastas, arquivos, extensões, caminhos, URLs fictícias, entradas do usuário e handles do Twitter.

**Entre em contato**

* Feedback geral: envie e-mail para feedback@packtpub.com com o título do livro no assunto.
* Perguntas sobre o conteúdo: questions@packtpub.com
* Relatar erros: <http://www.packtpub.com/submit-errata>
* Pirataria: envie o link para copyright@packtpub.com
* Quer escrever para a Packt? Visite: <http://authors.packtpub.com>

**Compartilhe sua opinião**

Depois de ler *Mastering Blockchain – Fourth Edition*, adoraríamos ouvir seu feedback. Por favor, clique aqui para acessar diretamente a página de avaliação na Amazon.